**Audit History Request Form**

This form is to request Search event items beyond the 90 day or 100,000 item limit. Data can be provided up to 5 years back.

Please fill out query terms below. Query columns left blank will return any value and not be limited.

|  |  |  |
| --- | --- | --- |
| Event Column | Query | Notes |
| Created | Start: YYYY-MM-DD  End: YYYY-MM-DD | Please use specified format |
| Technical Name | Ex: ACCOUNT\_CREATE\_PASSED, ENTITLEMENT\_ADD\_PASSED | All desired Technical Names as appears in Event search. Technical Name may not show by default, if not, you may add the column to the view. |
| Actor | Ex: Bill.Nye | An *identity* name as it would appear in the Name column in Identity search, or the Actor/Target columns in Event search |
| Target | Ex: Carl.Sagan | An *identity* name as it would appear in the Name column in Identity search, or the Actor/Target columns in Event search |
| Source Name | Ex: Workday | Provide exact source name to query. |
| Account Name | Ex: Neil.Tyson | The *source* account name. You can add Account Name column in event search to retrieve this. It will also show up as Account ID in the Identity > Accounts > [account name] details screen. |

The below is a list and brief description of columns that will be in the csv returned for audit history:

|  |  |
| --- | --- |
| *Event Column* | *Description* |
| Created | Date and time of audit |
| Technical Name | The type of audit event. |
| Actor | The identity name of the actor |
| Target | The identity name of the target |
| Tracking Number | The tracking number of a provisioning event |
| Source Name | The source name of provisioning event. |
| Account Name | The account name for which an operation was performed on |
| Data 1 | Typically contains Hostname, but may contain other data depending on event type |
| Data 2 | Typically contains IP address, but may contain other data depending on event type |
| Details | Contains Details of event where applicable |
| Info | Contains Information of event where applicable |